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Use Case: UC07.01.01 / Generate Mailing List for Expired Confidential Voter Status

	Attribute
	Details

	System Requirements:
	S.02.28 VoteCal must capture, store and manage data for confidential voters under statutes of the California Election Code (EC) §2166 for "Court ordered" confidential voters, EC §2166.5 for victims of domestic violence and stalking and EC §2166.7 for Public Safety Officers such that:

· All such voters are required to provide a mailing address;

· Such voters are automatically designated as permanent vote-by-mail voters;

· All restricted information (residence address, phone number and email address) about such voters are not displayed unless the user has appropriate and sufficient permissions; 

· By default, any restricted information about such voters is not automatically included in any reports, queries or data extracts, and can only be included in such reports or data extracts by special action of users with appropriate and sufficient permissions; 

· Elections officials that create lists, rosters and data extracts from VoteCal may optionally chose whether to exclude the voter, or to include the voter but print the mailing address or the word "confidential" for the residence address of such voters; and

· The counts of such voters may be included in or excluded from statistical abstracts such as the Report of Registration, based on user selection report options.

S2.31 VoteCal must provide the ability for State and county users to automatically generate notices to confidential voters under EC §2166.7 that their confidential status will expire unless renewed.

S2.35 VoteCal must capture and store a record of all list maintenance notices (e.g., RCP, ARCP, 8(d)(2) notice, CAN, etc.) sent to a voter.
S9.8 All VoteCal generated mail notices to voters (including the VoteCal EMS) must be bar-coded to facilitate the ready identification of the voter and expedited processing of a returned notice.

	Description:
	The purpose of this use case is to allow a user the capability to create a data extract that will be used to send notices to confidential voters of their impending confidential status expiration, giving them warning that their confidential data could become public and affording them an opportunity to renew that status prior to cancellation

	Actors:
	SOS User, County User

	Trigger:
	User initiates this use case at appropriate times before confidential status is about to expire for voters deemed confidential under EC §2166.7. (i.e., peace officers)


	System:
	VoteCal Application

	Preconditions:
	· All global preconditions apply

· One or more counties are configured in VoteCal for the SOS to generate Confidential Voter Status Expiration Notices (if SOS is the Actor, on behalf of the county
)

	Post conditions:
	· A data extract is created as a tab-delimited text file that is ready to be provided to a third party for the subsequent creation of the notices that are to be mailed.
· Voter records are appended with ‘Expired Confidential Voter Mailing Created’ voter activity record
· All global post conditions apply.

	Normal Flow
:
	1. Follow UC07.18.01 Generate Report or Correspondence through Step 4 to select the ‘Confidential Voter Status Expiration Notice’ report.

2. System prompts the user for the following parameters (all are required):

2.1. Status Expiring Before: this date field is used as the maximum confidential status expiration date for which voter records will be included in the extract.

2.2. Exclude if Prior Notice Sent After: this date field will allow for voter’s that have already been sent a notice to be excluded from the mailing list.  Any voter that was sent a notice after the date provided will not be included in the list.

2.3. County: only residents of the selected county(s) will be included in the extract.  
2.3.1. If SOS User is the actor, only counties that are configured for the SOS to create this mailing list are available to be chosen by the user.
2.3.2. If County User is the actor, only the county to which that user belongs is available to be chosen by the user.
3. User provides the necessary parameters and continues.

4. Follow UC07.18.01 Generate Report or Correspondence steps 6 – 9.

5. System generates the Confidential Voter Status Expiration Notice Extract. 
5.1. A line item is created in the extract for each voter whose confidential voter status expires before the date provided and has not already been sent a notice since the date indicated.  

5.2. Data includes the local voter ID in a format that can be used to generate a bar code on the mailing for ready identification of the voter.
5.3. Data includes county return address information.

6. The extract is generated as a tab-delimited text file.  The mailing list is sorted in a manner that will support receiving optimum mailing rates. 
7. System appends all voter records with a ‘Confidential Voter Status Expiration Notice Sent’ Voter Activity record.
8. 
9. Follow UC07.18.01 Generate Report or Correspondence step 10.
10. 


	Alternate Flows:
	N/A

	Exceptions:
	N/A

	Includes:
	N/A

	Business Rules:
	The user interface to generate the extract and the extract itself must contain no confidential voter information.

	Frequency of Use:
	Confidentia
l status for Safe at Home voters do not expire.  A confidential voter can request termination of confidential voter status.   
Confidential status for Public Safety Officers expires after a maximum of two years
.  The renewal / notice of expiration must be sent at least two months prior to the expiration.

This is anticipated to be a monthly or every other month process.

	Assumptions:
	N/A

	Notes and Issues:
	N/A
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�This uc name doesn’t match the inventory spreadsheet. (Paula)


[BMc] Yes.  But this title is more accurate and descriptive.  Lets conform to this title.


�This trigger should be more specific to an action.


(Paula)


The problem is that there are 58 counties of policy on this. Perhaps the trigger can be specific about the SOS policy and use it as an example. (Art)


[BMc] I have suggested edits to address this.


�This is confusing because it is a precondition only for the situation where SOS is generating the notices on behalf of the counties, but this use case also allows the county user to generate the notices. 


So, this bullet should be modified to indicate that it applies only in the case where SOS is generating the notice on behalf of the counties. (Art)


�This is a most confusing flow. I suggest one flow from the SOS perspective, and then an alternate flow from the county user perspective to make it clearer.


Another option is to break this use case up into two: an SOS and a county user use case.


I think we need to do something here to make the flow much clearer. (Art)


�Just a note that we learned in Discovery that all (or most) counties that accept these type of confidentials do so such that all such voters expire at the same time on a two year cycle.  Voters that come in sometime mid-cycle only retain this status until the end of the cycle.  Given this, how will you select the voters for whom to mail the notice. 


�Handled in UC07.18.01


�Please review – came from a document other than Election Code


[BMc] While this is true, I don’t believe it’s relevant to this type of confidential voters (i.e., peace officers) nor this UC


�See comment for step 5.1 above.


�Cathy – while I don’t disagree that this is good practice/policy, I don’t believe it’s actually a legal requirement anywhere (or is it?)
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